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“
European Voice of Directors, Cyber-Risk Oversight 2020

It is no longer a question of whether 
an organization will be hacked.  

It is simply a question of when





“Growing digital dependency will 
intensify cyberthreats”



“Cybersecurity is increasingly a priority 
for leaders”

“Application security processes 
significantly slow development cycles”









Discover the real and active 
threats in your products
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Threat Modeling is your  
go-to tool

FIRST TIP

Martin Fowler’s Blog: A Guide to Threat Modeling for Developers by Jim Gumbley
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Detecting malicious activity is a 
key part of building security

SECOND TIP

STRIDE Framework (learn.microsoft.com)

http://learn.microsoft.com
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Steal customer data

Break encryption Brute force Intercept email

Hack Email

Phishing

Bot attackDistributed attack

Definition of  
“Ready for 
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Security ACs





Share your knowledge

THIRD TIP



Discover the real and active 
threats in your products



THANKS 
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www.futurice.com

Sign up to our DevBreakfast Newsletter 
for a monthly dose of the latest in tech!

Co-creating a resilient future


